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* The program qualifies for IAPP Privacy Continuing Education Credits and may be submitted for CLE

8:30-8:55 am

8:55-9:00 am

9:00-9:45 am

9:45-10:00 am

10:00-10:45 am

10:45-11:00 am

11:00-12:15 pm

12:15 pm

Program Check-In

Welcome & Announcements — Scott Hodes, ASAP President

Session 1: Common Routine Uses
This session explores what they are and how they work. Are any crafted in ways that
permit disclosures further than what they probably should?

Instructors: Dick Huff, Consultant

Stretch Break

Session 2: Privacy Systems Growing Pains: Things You Didn’t Think
You had to Know

As a federal privacy official, you may have thought that your job entailed more than the
Privacy Act of 1974, but you probably didn't realize all the things you have to know, let
alone should be doing. Governmental Privacy Programs are evolving and are more
complex than ever before. This session takes a broad look at the areas of focus and
functional responsibilities that federal privacy offices should consider.

Instructors: Hugo Teufel, Ill, CIPP/G, Department of Defense
Ramona Oliver, Department of Labor

Stretch Break

Session 3: Transparency and Privacy: Are Your Programs as Transparent

as the Public Thinks?
Are there ways to be transparent and protect intelligence? Are breaches handled in as
timely response as possible to help promote transparency?

Instructors: Sam Jenkins, Department of Defense
Jonathan Cantor, CIPP/G, Department of Homeland Security

Ginger McCall, Sunlight Foundation

Morning Program Ends, Evaluations and Certificates



12:30-12:55 pm

12:55-1:00 pm

1:00-1:45 pm

1:45-2:00 pm

2:00-3:00 pm

3:00-3:15 pm

3:15—4:30 pm

4:30 pm

Afternoon Session Registration for Newcomers

Welcome and Announcements

Session 4: Privacy Training: One Size Fits All?
This session explores programs that have been built by others, how the program is
delivered, what topics work and which ones don’t.

Instructors: Steve Richards, Department of Homeland Security
Peter Miller, Federal Trade Commission

Stretch Break

Session 5: Government Information: Are you Facilitating Compliance

or a Roadblock?
You do not work in a vacuum, so how does your piece of the puzzle fit into the big
picture? Compliance with federal rulemaking, SORNSs, PIAs, records management and
the Paperwork Reduction Act are just some of the issues that may impact your privacy
programs. Does your approach take other compliance requirements into consideration
or is it Privacy-centric?

Instructors: Cindy Allard, Department of Defense
Liz Lyons, Department of Homeland Security

Stretch Break

Session 6: Emerging Hot Topics: Digital Hygiene

It's a blessing to be able to telecommute, work remotely, or log-in after hours from
home. But from a privacy perspective, it may be a curse. The scenarios range from
someone sending files to his or her home computer, emailing from a personal account,
not using VPN, etc., etc. etc. This session helps define the issues and what policies can
help control the situations.

Instructors: Lovisa Williams, Department of State
William H. Holzerland, J.D., CIPP/G, Food and Drug Administration

Program Ends, Evaluations and Certificates

Disclaimers & Copyright

1) Programs are subject to change. While ASAP endeavors to ensure that all its program materials are in accordance with the law and
established U.S. Government policies, none of the procedures or policies presented in any ASAP training session or set forth in any ASAP
publication should be considered official U.S. Government or U.S. Government Agency policy. Official policy is set forth in the
appropriate directives and regulations governing each agency's activities. ASAP, its Board of Directors, Officers, employees or volunteers
are not liable for any and all claims or actions that may be brought against them arising out of or relating to speaker presentations.




2) Speakers/Instructors appear in their individual capacities.

3) ASAP strongly encourages all federal government speakers who have prepared presentations under the auspices of their respective
agencies, to comply with their agency guidelines in terms of making materials publically available. Participants should NOT assume that
all of these presentations are available for sharing and posting on agency sites. Some presenters are not federal government employees and
may retain rights to their materials. Some presenters who are federal employees may have prepared materials on their own time. All have
generously given of their time to bring the best in education. If you are interested in sharing any of the presentations, please contact the
ASAP office, and we are happy to work with you.

4) ASAP and any/or its suppliers shall be held harmless and will not be held liable for any consequential or incidental damages to any user
hardware or other software resulting from the installation and/or use of the program CD.

5) ASAP does not endorse any products or services.




